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1. Executive Summary

The State of Ohio, Department of Administrative Services, Office of Information Technology (“The State”) intends to acquire a range of network services to support the current and future missions of its Eligible Customers which are: state agencies, boards and commissions, local governments, and other entities that are now, or will become, eligible to purchase from government network services contracts.

The objective of Governor Strickland’s Executive Order 2007-24S is to provide broadband services to all 88 Ohio counties through two components:  
1. The Broadband Ohio Network (“BON”) will provide broadband services to all state executive agencies, boards and commissions, local governments, education-12 schools and universities, and economic and community development entities.  
2. The Ohio Academic Research Network (“OARnet”) which is a state-operated backbone consisting of both leased fiber optic cable and service provider-supplied access services which support education, research, healthcare, and economic competiveness. 
This Request for Proposals (“RFP”) is issued to create multi-contract, multi-service provider awards to supply broadband Internet Protocol (“IP”), voice, data, video, and Internet services to the majority of Ohio customers.  It involves a two-pronged architectural approach:

1. Using the BON via access services whenever possible.
2. Using service provider networks and access services when connection to the State’s backbone is not required.
The State will contract directly for all services provided under this RFP. These contracts are expected to serve the State for a ten-year period consisting of two year extensions coinciding with the State’s biennia.  The current biennium ends June 30, 2009.  Contracts will begin immediately after execution and will be renewed at the start of the next biennium, July 1, 2009 through June 30, 2011 and so on.  
The State spent over $600 million on voice, data, video, and Internet services over the past ten years.  This RFP reflects the complexity of state government services to Ohio citizens and the diverse missions of its agencies.  The BON is designed to address both the current and future business needs of state, local government, and other eligible entities while providing for a smooth and orderly transition to the Broadband Ohio Network.  Each Offeror’s proposal must include the capability to modernize the network infrastructure and the ability to integrate new technologies and services to meet ever-increasing customer demands.  The State must benefit from network technology advances over the next ten years and contain the costs of growing network services.  In order to take advantage of the enhanced services and eventual efficiencies contained in a converged IP voice/data/video environment, any proposed architecture will need to aggregate and coordinate multiple services and networks into an integrated standards-based network that can be managed effectively.  

The State plans to purchase a wide range of IP services incorporating all types of technologies. The current major contract is the State of Ohio Multi-Agency Communications Services (“SOMACS”) contract that primarily provides T-1 circuits.  Unlike SOMACS, the Broadband Ohio Network’s new contracts will provide a wide variety of purchasing options for other network services such as wireless, DSL, cable, and Ethernet and will extend to a larger customer base. 
Target subscribers for these new access services include office locations situated in areas that may not have a wide presence of wired broadband services.  Therefore, it is the State’s desire to obtain broadband services throughout Ohio using various technologies.
This RFP will yield some service options that are both higher capacity and lower cost than the T1 circuits available under SOMACS.  However, it is also understood that, due to the ever increasing need for greater bandwidth to support processes such as Voice over IP (“VoIP”) and video conferencing, some customers’ needs exceed the lower capacity offerings.  It is imperative that services start with bandwidth options as low as 1Mbps of shared service and scale to higher than 10Gbps to support the most demanding requirements such as connectivity to remote data storage facilities.

2. Broadband Ohio Network and Economic Development

The premise of Governor Strickland’s Ohio Broadband Initiative is:

Broadband Services Are Vital to Economic Growth and Opportunity in Ohio.  High-speed data transmission…broadband networks are a fundamental building block in developing a robust economy in Ohio.  Access to broadband is critical to advanced technology and service industry employers as are roads, rails, and electric service to manufacturers.  Building on the State’s investment in broadband infrastructure will help create a competitive, well-connected state economy. – Executive Order 2007—24S, July 27, 2007

The State has communicated to the service providers during this procurement process that it is willing to become an anchor tenant on a commercially provided statewide telecommunications infrastructure and is willing to share the BON’s backbone services.  The State is willing to be the anchor tenant in a manner that allows the prime service provider to share the infrastructure with commercial business and residential customers throughout the state.  Sharing the infrastructure also includes facilitating competitive access to Internet service providers.

Since the State, its authorized users, and the educational community have a presence and network needs in all 88 counties of Ohio, the technology deployed to meet its requirements will lend itself to making it physically, logically and economically available to the business community and the public.

The newly established Ohio Broadband Council (“OBC”), in concert with ConnectOhio, will help guide the State through the effort to extend affordable access to Internet services.  The OBC will guide and monitor all state-funded broadband activity by the Executive Branch.  ConnectOhio will collect and report accurate information regarding broadband availability and pricing to the OBC for recommended policy and program direction.  ConnectOhio will also make recommendations for corrective action to relieve broadband distribution and pricing shortfalls.  Their approach may range from aggregating demand of service and coordinating with the service provider community for support; to providing engineering assistance to a municipality to support a planned community owned and operated network service.   

3. Background

The State is a provider of voice, data, video, and Internet services for state and local governments. Its focus is managing shared infrastructure for all authorized customers.
Today, all agency-to-agency traffic and dedicated access to the Internet are done through the Ohio.gov network, which is managed and maintained by DAS/OIT Unified Network Services.  
DAS/OIT is increasing the number of network access alternatives for its customer base by widening State broadband offerings to include cable, DSL, wireless and Ethernet services as well as other options as they become available.  In each instance the service provider, regardless of service delivery format must provide connectivity that is both IP based and capable of supporting converged services such as voice, data, and video.  
In issuing this RFP the State will contract with multiple network providers that will be able to offer economical services to its customer base regardless of location.  
It is expected that a variety of last mile access options will be used by all BON customers.  The type of access deployed will be based on the requirements of each customer, the geography, and availability of services in each location.
3.1 Goals & Objectives

This section provides the overall goals and objectives that the State intends to achieve through this RFP:
1. Construct a network with high availability and reliability
A primary driver of the BON is to enable Eligible Customers to perform at maximum efficiency.  As the Internet Age matures, citizens increasingly expect to communicate and to conduct business electronically, all from a convenient location.  Companies want to save time by applying for permits without having to stand in line.  State agencies need to be able to share information rapidly and accurately.  And, in a time when public safety and security are critical, communication must be reliable.  The network needs to be “always on”, reliable, and secure. The applications that support the services provided by the State must be transported seamlessly and smoothly.  The implementation, operation, and management of the network must focus on the elimination of risk, the provision of alternate routing paths and the automated failover of critical elements so that the State is positioned at all times to perform its functions.  
2. Implement flexible and scalable network connectivity throughout Ohio

All Eligible Customers will require increased bandwidth and will need to add bandwidth to new or existing locations to meet emergency service requirements.  In order to be cost-efficient, the new network cannot be designed and built to bring huge bandwidth to every street address within the state, and yet the network must have the ability to bring huge bandwidth to selected locations as needed and within acceptable time frames.  The ability to install and/or grow bandwidth as needed, cost-efficiently, is a key business driver.  Additionally, the network will need to be able to add new customers with incremental adjustments or additions without extensive increases in costs.
3. Effectively aggregate communication needs

Currently, State agencies, boards, and commissions are provided communications services via a number of different networks and contracts.  Local governments are splintered among a wide variety of services and generally have little leverage on pricing.  In order to improve the purchasing power of Eligible Customers, the BON is designed to aggregate technical, service, and maintenance requirements to maximize operating efficiencies and the State’s negotiating position in procuring equipment and services in the most cost-effective manner.
4. Decrease operational cost

In the current environment of multiple networks and service providers, resources are expended in an inefficient fashion, with costly duplications of effort and staffing.  The BON will enable technologies that allow for enterprise-wide integration of communications functions, and will leverage the State’s various communications resources through the optimized use of infrastructure, staffing, investments, maintenance, and service providers.  Concentrating network operations in a more centralized environment will enable statewide operational efficiencies.
5. Implement communications convergence

Telecommunications technology is changes constantly.  In order to be positioned to take advantage of the enhanced services and eventual efficiencies contained in a converged voice/data/video environment, the State must aggregate multiple services and networks into an integrated standards-based system that can be managed coherently and effectively.  This will allow users to take advantage of network improvements without the risk of different departments migrating in technical directions that are incompatible with one another, and hence do not allow for efficiencies and the easy exchange of information.
6. Proactively meet customer needs

By leveraging the network expertise and resources of Eligible Customers, the BON will be able to forecast network requirements and test new applications in a more efficient and organized fashion.  Rather than only reacting to user needs when they bubble up the chain, the BON will be positioned to offer new services and applications to all users, creating an environment where all parts of the state are provided with equivalent levels of service.
7. Enable rapid deployment of new services

With enhanced network and operational controls, which will extend horizontally across the network serving all Eligible Customers, and vertically into the operating systems, new service deployment can be managed cost-effectively and in a timely fashion.
8. Establish the BON Architecture

The goal of developing the BON architecture is to enable the State to implement network solutions in an efficient and cost-effective manner by providing a common vision and structure.  Architecture driven solutions will improve interoperability across the network, allow graceful and planned evolution, provide efficient means for capability upgrades, reduce time to market, and help control costs.
3.2 Network Infrastructure

The network architecture currently in use by the State provides access to state agencies, boards and commissions, courts, public libraries, schools, colleges and universities, research facilities and local governments.

The BON provides access to an 1800-mile fiber optic backbone.  Sixteen (16) Points of Presence (“POPs”) are located throughout the State.  

The Ohio.gov wide area network (“WAN”) provides transport services to State agencies, boards and commissions, and public libraries.  The State’s Network Operations Center (“NOC”) provides direct services for over 900 router-based, TDM and Ethernet connections.  Another 2,500 or so connections are monitored and maintained by other State agencies that receive their Internet access through the Ohio.gov network.

3.2.1 INTERNET
DAS’s Ohio.gov network and OARnet have coordinated Internet access for state agencies, the public (through the Ohio Public Information Network (“OPLIN”), and educational institutions since the early 1990s.
Customers are transmitting nearly one gigabyte of Internet bandwidth traffic.  OARnet Internet use is now over 7 GB. eTech Ohio, serving the K-12 community, is currently using 5 GB.
The State’s current services require 24x7x365 dedicated Internet access to connect local and wide area networks to the Internet.  The contracted services are tiered and burstable dedicated Internet connectivity.  The cost of Internet services includes full-service Internet connectivity packages with no hidden costs for IP numbers, equipment configuration, news service, primary/secondary DNS or domain name registration.  The State also receives value-added services such as on-demand bandwidth utilization reports.  The current services include a Service Level Agreement (“SLA”) with service metrics and formulas for calculating the metrics, network latency guarantees, packet delivery guarantees, maintenance and repair schedule(s), network trouble reporting, and escalation procedures and processes.
The State relies on dual location and dual access services from service providers POPs to the State of Ohio Computer Center (SOCC) near the West Campus of The Ohio State University and the Rhodes State Office Tower in downtown Columbus.
3.2.2 VOICE

Centrex service is common to most Ohio agencies, boards and commissions.  Statewide, there are about 28,000 Centrex lines.  DAS has negotiated a master contract with AT&T to provide Centrex services to entities whose locations fall within the AT&T service areas.  Entities outside of the legacy SBC territories (now AT&T) use services from other carriers.  Depending on business requirements some entities have supplemented the Centrex service with premises-based Private Branch Exchange (“PBX”) systems or electronic key systems.  Several entities have deployed VoIP technology at selected locations for cost improvement (for example, by decreasing toll calls), or other benefits such as optimizing voice administration.

AT&T provides Centrex service in Columbus, Cleveland, Akron, Dayton, Canton, and Youngstown using Nortel DMS100s.  One location uses an AT&T #5 ESS switch.  Locations outside of the legacy SBC serving area may obtain Centrex-like services from other carriers, or use standard business lines for telephone service.  The State has an existing contract with Verizon Business for CentraNet.  The State also works with Cincinnati Bell in their geography, and with Time Warner Telecom as an alternative Competitive Local Exchange Carrier (“CLEC”) in the geographical areas they support.  The choice is typically based on customer specific requirements and cost.

The Department of Transportation (“DOT”) uses Centrex for the home office but all other locations are serviced via PBXs or key systems, predominantly Definity switches.  DOT runs VoIP between PBXs using the T1 circuits.
The goal of employing VoIP in the state is to reduce off-net call costs by transporting inter- and intra-agency voice traffic over the state-owned network infrastructure, and to route off-net calls in the most cost-effective manner for the called number’s destination.  Further benefits include reduced administrative costs for redundant networks, lower labor costs for voice adds, moves, changes, and operational management.

In the State’s next generation network, several techniques will be used to send voice packets with a high precedence that include Quality of Service (“QoS”), traffic shaping, Differentiated Services (“diffserv”), and dedicated wavelength or lambdas for voice traffic.  These techniques, when implemented properly, allow users the service level and the quality of voice connection that are comparable to what they experience on their traditional PSTN network.

Currently several state agencies are using VoIP and others are considering it for future use.  The BON architecture will not force any agencies to migrate to voice service provided over IP, but allows for the agencies to transition their traffic to the converged network now and in the future when needed.

The proposed BON transport, routing and switching architecture recommended by the Offeror must be based on open industry standards and therefore will accommodate any of the possible scenarios for IP telephony implementation.  The manner in which the solutions interface with the converged network is addressed by equipping the various layer networking devices with compatible interfaces used by the agencies, or that are required by the detailed design chosen by the State and provided through its service providers. 

3.2.3 VIDEO
The State of Ohio intends to obtain additional services to address current and future video networking requirements.  Currently, the State utilizes a combination of dedicated facilities, ATM and ISDN to facilitate video networking.  It is expected that the bandwidth requirements for video networking will increase in the future.  The potential exists for additional government entities to require significant bandwidth to support video networking.

The State also uses an in-house video bridging service, which will continue during the initial few years of service covered by this acquisition.  The video bridge service allows for many-to-many connections from locations utilizing both ISDN and dedicated access facilities.  While the State expects to migrate to improved technologies, State locations must remain able to engage in many-to-many video sessions.

The State expects the bandwidth requirements for video networking to increase in the near future.  The potential exists for many state users to require additional bandwidth to support IP video networking.  These requirements will be driven by applications such as video arraignments, as well training and other education initiatives.

The Service provider must include video networking solutions that will offer a cost-effective method of providing incremental bandwidth to all locations requiring video networking. 

3.3 OARnet:  Core and Aggregation Services of the BON

The State prefers to leverage its investment in OARnet as the transport (core network) solution for the BON access services.  OARnet offers the flexibility of providing a fiber based backbone statewide.  

The proposed network architecture must include the capability for migration to new, enhanced and/or more cost effective technologies with minimal impact to end users.  The result of this procurement must enable the State to make a stable transition to new network services and must position the State to incorporate new technologies and service providers.
The State is deploying the BON architecture that consists of three network layers:

1. Core

2. Aggregation

3. Access (“Last Mile”)  

The Core & Aggregation Layers will be provided by Broadband Ohio Network’s OARnet--1,800 miles of fiber network (see Figure 1 – OARnet network backbone, page 8) that has been created using Indefeasible Right to Use (“IRU”) agreements between the State and several companies.  Potentially, additional government owned or controlled resources, Community Access Points, (“CAPs”) may also be used.  
The Core & Aggregation Layers architecture includes sixteen (16) POPs and thirteen regeneration sites (some capable of being converted to POP sites) strategically located across the state. The use of Dense Wave Division Multiplexing (“DWDM”) optical transport (Cisco 15454), Layer 2/Layer 3 switching (combination of Juniper M7, 120, 320 and 480 models), and Multi Protocol Label Switching (“MPLS”) with QoS support, full core routing level redundancy/diversity and support for IPv6 provides a cost-effective solution for multiple bandwidth requirements, while at the same time positioning the State to meet its future network growth requirements with simple, low cost implementations.  

The Core & Aggregation Layers are capable of supporting various applications, including high speed data transport, Intranet, Video, and Voice traffic over the network.  These types of traffic demand not only different bandwidth amounts, but also can differ between being unidirectional and bidirectional.  The Core will support future services like Vo IP and multicast services.  

The Core & Aggregation Layers are capable of supporting multiple telecom provider/service provider IP interfaces.  Sixteen of the POPs are positioned to have aggregation equipment (Cisco 7609). (See Figure 2 – Broadband Ohio Network Diagram, page 9.)  
Management of the Core & Aggregation Layers including network services and operation will be provided by a single support entity to ensure seamless interoperability between all aspects of the network.  
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3.4 Access Services of the BON
The type of access will be based on the specific requirements of the particular agency or eligible entity, the geography of the location needing connectivity, and the availability of cost-effective pricing of local services by the Service Provider.

The State requires two approaches to implement BON services.  

1. Provider is directly connected to the BON backbone.
a. Those Eligible Customers required to use the BON's backbone services will be connected to the provider’s network and all traffic destined for the State network will be directed toward the BON.  All Internet traffic to/from the subscriber location will be routed via Ohio.gov.  In this model, no Internet access will be delivered by the provider and the State will provide the connection between the provider’s network and the BON.  Providers must clearly state in their proposals how this peering connection will be implemented within their network and identify costs associated with this architecture.

b. Eligible Customers not required to use the BON's backbone services will connect to the provider’s network and receive all network services, including Internet access, from the provider.  All Internet traffic to/from the subscriber location will be routed directly to the Internet via the provider’s network.  All intrastate traffic will be forwarded to the BON.
2. Provider does not have direct connection to the BON.
Subscribers will connect to the provider’s network and receive all network services, including Internet access, from the provider.  All Internet traffic to/from the subscriber location will be routed directly to the Internet via the provider’s network.  

3.4.1 Access Model Overview

The Service Provider must state that it provides a business class of service solution that, when appropriate as described in the previous section, has the capability of a peer-to-peer relationship with BON backbone, as well as direct Internet access.  Through this RFP the State intends to contract with multiple service providers to offer broadband services to State and local governments and other eligible customers in all 88 Ohio counties with sliding scale rates.  Specifically, the State is looking for DSL, cable modem, Ethernet, wireless and other types of access services.  Service locations may include any or all of the sites mentioned under “SCOPE OF ACQUISITION.”  It is the State’s preference that partnerships be established to deliver these services whenever feasible.  
4. Scope of Acquisition
It is the intent of this RFP to procure IP voice, data, video, and Internet services for the BON as well as providing network services for those Eligible Customers that have no need to connect to the BON’s backbone.  Although the State cannot commit to an actual number of Eligible Customers who will use these contracts, below are estimates of the potential customer base:
· 159 agencies, boards and commissions (many have corresponding districts, county offices, and so on, in all or some of the 88 counties)
· 1600 Cooperative Purchasing members in all 88 counties 

· 700 public libraries
· 385 courts

· 90 higher educational institutions
· 2500 school facilities

· Future users of State contracts

The State spent over $600 million in the past ten years on voice, data, video, and Internet communication services, and that number is expected to increase due to an expanded potential customer base.

Although it is possible that a single service provider could be selected for this procurement, the State believes that the most successful proposals will come from a team of companies using the skills and resources of multiple providers and sub-service providers.  The State’s  procurement process encourages and facilitates the forming of collaborative teams/partnerships.

The State requires major service providers to:

1. Manage all sub-service providers and partnered service providers;,
2. Procure and deliver telecommunications services;
3. Be responsible for provisioning, integrating, managing, supporting and administering (billing, reporting, decommissioning, reconciling) all telecommunication services to provide a single interface to the State for the term of the contract.  
5. State of Ohio’s Role

The State views its role in managing these contracted services as follows:

1. Exercise statewide ownership, management and oversight of contracted network services, including deployment, provisioning, operations and maintenance of all contracted BON access products and services.  

2. Perform as a customer advocate to ensure the Service Providers continually meet the approved Service Level Agreements for all users.

3. Provide centralized contract management and oversight to monitor the Service Providers’ adherence to the Terms and Conditions of the Contract.  

4. To measure and validate the cost effectiveness of the Contract including assessing financial penalties, contributions (savings) from e-rate, savings from previous networks, validity of cost recovery fees, etc.
5. Develop and implement network strategies and policies that satisfy the State’s vision, including but not limited to, technology improvements such as the convergence of voice, data and video and updating network technology.

6. Obtain economies of scale through the State’s buying power.  

7. Maintain the ability to substitute or discontinue network services that do not meet customer or contract requirements.

The State will have the ability to add, change, or delete Service Providers and/or services in the future.  

Although the approach for the BON environment combines both State and external service provider resources and management, State network personnel will manage both the core and aggregation network layers, at the same time the State will manage a number of other critical functions to ensure that its customers’ needs are met on a timely basis. These include:
1. Service provider Management

2. Contract Management

3. Quality Assurance

4. Engineering

5. Inventory Control and Ordering

6. Customer Relationship Management

7. Security Management
6. Administration of RFP

6.1 Calendar of Events

RFP Release Date-----

July 8, 2008
RFP Inquiry Period Begins
July 14, 2008

RFP Inquiry Period Ends
October 6, 2008 at 4:00 p.m. EDT
Proposal Due Date
-----
October 8, 2008 at 4:00 p.m. EDT
Estimated Dates

Award Date


January 7, 2009
Implementation Begins
March 31, 2009
6.2 Inquiries

Offerors may make inquiries regarding this RFP any time during the inquiry period listed in the project schedule. The State will attempt to respond to inquiries within 48 hours, excluding weekends and holidays. The State will not respond to any inquiry received after 8:00 a.m. on the inquiry period end date. The State may extend the response due date or make changes to the RFP through an announcement on the web site (noted below).  An announcement may be issued up to one business day prior to the response due date.

All questions regarding this RFP must be e-mailed to:

denise.freshly@ohio.gov
The inquiries and responses will be posted on the following web site: 

http://oit.ohio.gov/SDD/Contracts/RFQindex.aspx
All inquirers’ names and company will be kept anonymous.  Only the questions and the answers will be posted.  

NOTE:  This inquiry process is the only legitimate means by which the Offeror may receive inquires to the RFP.  The State will not be held responsible for information gathered by any other means.

6.3 Evaluation of Responses

6.3.1 Initial Review

The OIT/ISD Contract Manager will appoint a Procurement Representative to review all responses for their format and administrative completeness. Incomplete or incorrectly formatted responses are subject to rejection.  Minor defects may be waived, or the Offeror may be permitted to submit timely corrections to minor flaws, at the discretion of the Procurement Representative.

The Procurement Representative will forward all timely, complete, and properly formatted Responses to the Evaluation Committee.

6.3.2 Evaluation Committee Review

The Evaluation Committee will be comprised of OIT staff, and may be supplemented by agency and/or OARnet personnel as determined by the OIT Contract Manager.  The committee will review each complete response received from the Procurement Representative. The evaluations will be conducted according to the criteria contained in this RFP. 

The Evaluation Committee may also have the Offeror’s response (in whole, or in part) reviewed and evaluated by technical or experienced professionals within OIT, by technical or experienced professionals representing agency interests, or by independent third party service providers not competing for this RFP.  The Evaluation Committee has authority and sole responsibility for its recommendations, and may reject any advice it receives from other sources. 

At any time during this phase, the committee may ask an Offeror to clarify any portion of its Response.

6.3.3 Financial Ability

Part of the RFP’s evaluation criteria is the Offeror’s financial ability to perform the Contract.  Although this RFP does not expressly require the submission of audited financial statements of all Offeror’s, the Evaluation Committee may still insist that an Offeror submit audited financial statements for the past three years if the committee is concerned that an Offeror may not have the financial ability to carry out the Contract.  

The Response may be rejected if the Evaluation Committee deems the Offeror’s financial ability inadequate, other merits notwithstanding.  

6.3.4 Rejection of Proposals
OIT reserves the right to reject any or all responses, to negotiate proposed pricing, and/or to choose not to offer a contract.  The State may reject any proposal that does not contribute to the best overarching solution for the State, as determined by the Evaluation Committee.  In addition, the State may cancel this RFP, reject all the proposals, and seek to issue a new RFP or procure these services through other means.

6.4 Contracting Process
It is important to note that the State intends to contract directly for all services associated with this procurement.
The State expects the contract process to be the following:

1. The State will evaluate each proposal based on established evaluation criteria described in the RFP.
2. The State will select the best proposals based on the criteria in the RFP.
3. The State will enter into a refinement/modification period with each entity of the successful Service provider.  The refinement/modification process will include the following components:
a. Review / modification of services proposed, including any options selected
b. Review / modification of Service Level Agreements 
c. Review / modification of pricing for services
4. The State will establish contracts, Master Service Agreements (“MSAs”) and Service Attachments (“SAs”) with each (individual) entity.  The Service Attachments will include a full description of the service, associated pricing, SLAs and general terms and conditions.
5. Each (independent) contract is signed with the State.
The State requires the ability to add, change or remove services, service providers and sub-service providers at any time during the entire term of the contracts.  
6.4.1 Master Service Agreement and Service Attachments

The method of contracting will be to establish a MSA that will cover the general Terms and Conditions required by the State.  All Service Providers must execute an MSA if they have not already done so.  Very few, if any, changes are allowed in these terms and conditions.  
All offerings will be addressed via Service Attachment(s) to the MSA and will contain information specific to those service(s).

The MSA Terms and Conditions as well as instructions for completing the MSA and Service Attachment(s) may be viewed at the following URL:

http://oit.ohio.gov/SDD/Contracts/TelecomContractProcess.aspx
For those service providers who already have an MSA with the State prior to the award of OH*IP contracts, the only modifications required would be to add any new clauses.  The number of clauses needed is dependent on the date of the execution of the MSA.  Service providers should check their current MSA against the executed one to ascertain what modifications will be required via an amendment.

Current SAs will not need to be changed unless otherwise negotiated during the RFP contracting phase.

6.4.2 Negotiations

The determination to enter into negotiations with any one or more Service Providers is entirely within the discretion of the Evaluation Committee.  Negotiations will be scheduled at the convenience of the committee.  The selected Service Provider(s) must negotiate in good faith. 

Negotiations may be conducted with any Service Provider who submits a proposal, but the committee may limit its discussions to specific aspects of the RFP.  Any clarification, corrections, or negotiated revisions that may occur during the negotiations will be incorporated into the contract as appropriate.  

Following negotiations, the committee may set a date and time for the submission of best and final pricing proposals by the remaining provider(s) with which the committee conducted negotiations. If negotiations were limited and all changes were reduced to signed documents during negotiations, the committee need not require the submissions of best and final proposals.  

If best and final pricing proposals are required, they may be submitted only once; unless the committee makes a written determination that it is in the State's interest to conduct additional negotiations.  In such cases, the committee may require another submission of best and final pricing proposals. Otherwise, discussion of or changes in the best and final proposals will not be allowed. If a provider does not submit a best and final proposal, the Service Provider's previous pricing proposal will be considered the provider's best and final pricing proposal.

Auction techniques that reveal one provider's price to another or disclose any other material information derived from competing proposals are prohibited. 

6.4.3 Failure to Negotiate

If a Service provider fails to provide the necessary information for negotiations in a timely manner, or fails to negotiate in good faith, the State may terminate negotiations with that Service provider.

6.5 Authorization, Confidentiality and Finding for Recovery
1. No person with a felony conviction or a serious misdemeanor conviction involving theft or a computer crime conviction shall be authorized by the Offeror to provide services to the State under a contract that may be awarded to the Offeror from this RFP.  

2. The Offeror may be provided access to confidential information during the performance of this work described in this RFP. The Offeror may not disclose any such information, documents, data, records or other State material accessed or obtained based on services performed for the State without the written permission of the State. The Offeror will assume that all State information, documents, data, records or any other State material is confidential.

3. Ohio Revised Code (“ORC”) Section 9.24 prohibits the State from awarding a contract to any Offeror(s) against whom the Auditor of State has issued a finding for recovery if the finding for recovery is “unresolved” at the time of award.
6.6 Basis for Selection
The Evaluation Committee will consider each proposal submitted in response to this RFP based on the sections identified below in Response Format and Response Submittal.  Those Service Providers who, as determined by the Evaluation Committee meet the criteria, and whose contribution results in the best overarching solution for the State will be considered as “short-listed”.   
Once all “short-listed” service providers have been identified each will be further considered.
The Service Providers who, as determined by the Evaluation Committee, provide the best overall value to the State based on the combined Service and Cost Responses will be considered for entering the contract negotiation phase. 
6.7 Response Format

These instructions describe the required format for a responsive proposal. The Offeror may include additional information it believes is relevant. An identifiable tab sheet must precede each section of a response, and each response must follow the format outlined below. All pages, except pre‑printed technical inserts, must be sequentially numbered. Any material deviation from the format outlined below may result in a rejection of the non-conforming response. 

The response must include sufficient detail to allow the State to verify that the technical specifications of the offering meet the State’s requirements, and that the costs represent the total costs.

The Offeror must also include a W-9 if one is not currently on file with the State.  

The response must contain the following sections:

6.7.1 Cover Letter

The cover letter must be in the form of a standard business letter on company letterhead and must be signed by an individual authorized to legally bind the Offeror, and specify single point of contact information for the individual with the authority to answer questions regarding the response.  (Please include name, title, phone number, e-mail address and mailing address.) 

The cover letter will provide an executive summary of the services offered.
6.7.2 Statement of Understanding

The Offeror must provide a statement of understanding demonstrating the Offeror’s knowledge and insight into purpose of this RFP, along with a brief overview of its service and support offerings that will contribute to the solution for the State’s access requirements.  It must include a description of the services and technology being offered as a solution, as well as its support offerings that will contribute to the solution for the State’s requirements.   Additionally, it must include a map of Ohio depicting the service areas covered by each service offered, with reference to an attachment listing the service areas.  
6.7.3 Offeror Profile

The Offeror Profile must provide an overview of the Offeror’s company, and must contain the following:

1. A statement of the Offeror’s legal structure (e.g., an Ohio corporation), Federal tax identification number, and principal place of business;

2. A statement that the Offeror is not now, and will not become subject to an “unresolved” finding for recovery under Revised Code Section 9.24, prior to the award of a Contract arising out of this RFP, without notifying OIT of such finding; and,  

3. A statement in which the Offeror warrants that it is not currently, and will not become subject to an “unresolved” finding for recovery under ORC 9.24, prior to any award of a contract arising from this RFP, without notifying OIT of such finding.

The profile must also have the following attachments:

1. A completed Certificate as shown in Attachment 1;

2. A completed Declaration of Material Assistance (“DMA”) as instructed on the DMA website for “Funding and Business Contracts”:  http://www.homelandsecurity.ohio.gov/DMA.asp  This document must be filed with the State annually.  

6.7.4 References

Offerors must provide no less than three (3) references of business clients to whom they are providing the services being proposed.  Extra consideration will be given to proposals that have references to implementations that are similar in size and scope to this RFP.  

The following information must be provided for each reference:  

1. Type of industry

2. Contact name and telephone number for reference interviews

3. Scope of services provided including approximate dates of implementation

These contacts must agree to speak to the State and must not be part of the Offeror’s own organization, company or subsidiary.  

6.7.5 Service Overview 

The Offeror must include all detailed descriptions, diagrams, and other information to expand upon its qualifications to meet those requirements, and its experience in providing services with comparable requirements.  

The Offeror will provide an overview of the areas in which the offered services are currently being provided.  In addition, the Offeror should provide any future plans for expansion, identifying the area and the timeframes in which services are expected to be activated.  If any of this future expansion information is confidential, do not include it as part of the response to the RFP.  Instead, please make reference that the Offeror is willing to share this information with the State under non-disclosure.
The following areas must be specifically and separately addressed for each Service Offering:
1. IP Services Architecture Overview

2. Technical Specifications 
3. Coverage Area Description (including maps) 
4. Support Services Capabilities

5. Security and Privacy
6. Service Level Agreements 

7. Monitoring and Management Capabilities

8. Sample Reports

6.8 Response Submittal

Each Offeror must submit eleven (11) complete, sealed, and signed copies of its response, and each response must be clearly marked “OH*IP PROPOSAL” on the outside of the envelope, binder or carton.  

R. Denise Freshly, Contract Manager

State of Ohio

Office of Information Technology (OIT)

Service Delivery Division (SDD)

Unified Network Services – Network Administration

1320 Arthur E. Adams Drive, Room 310

Columbus, Ohio  43221

In addition, each Offeror must submit an electronic transmission of its complete proposal in Microsoft Word™, *.docx file format, to denise.freshly@ohio.gov .  It must clearly state that it is for the “OH*IP PROPOSAL.”
All responses and other material submitted will become the property of the State and available for review under the “Public Records” law.  Materials may be returned to the Offeror at the State’s sole discretion.

The State will not be liable for any costs incurred by any offeror in responding to this RFP, even if the State does not select AN offeror through this process. The state reserves the right to accept a response in full or in part based upon the offeror’s qualifications, the types of service offered, service coverage area, and proposed costs or rates.  the state may also cancel this RFP and procure the work through some other process or by issuing another RFP.
7. Requirements
This section identifies the requirements which must be submitted in the Proposal.  The proposal requirements have been categorized as follows:

· Access

· IP Voice

· Video

· Internet

· Support Services

· Economic Development

To encourage creative solutions, the Vendor will first be asked to provide a Detailed Description of their proposed service offering.  This will be followed by a list of mandatory requirements that the state expects to see addressed in the proposal.  Each mandatory requirement will have a reference number and a brief description.  The vendor must provide the following information for each mandatory requirement:

1. Does the vendor meet the requirement? Yes or No
2. A brief statement on how the vendor’s solution meets the requirement.

3. A page reference to where the requirement is addressed in the Detailed Description. 

Failure to meet or address a Mandatory Requirement may result in the disqualification of an Offeror’s Proposal.  
7.1 Access Requirements

Please provide a detailed description, including network designs and diagrams, of your proposed Isolation for network access.  At a minimum, the response must address the following mandatory requirements:
	Ref #
	Requirement
	Requirement Description
	Meet Y/N
	How Meet – Summary
	Page Ref

	6.1.1
	Transport Agnostic
	The preferred transport mechanism is Ethernet, however the State realizes there may be portions of the state where delivery via the preferred mechanism is not possible. The State does require all traffic be IP based regardless of transport protocol.
	
	
	

	6.1.2
	Sustained Transmission Control Protocol (“TCP”) Throughput
	The BON requires all Committed Information Rate (“CIR”) specifications to pass a single TCP stream at the stated CIR. For example, if an end user requires 20 Mbps of throughput the CIR must allow a sustained TCP stream of 20 Mbps to pass through the service provided by the responding entity.
	
	
	

	6.1.3
	Peering Relationship
	The BON will accept an IP peering connection as an alternative to providing access to the OBN backbone.  Explicitly, a peering connection will allow traffic to pass to all BON directly connected customers and all of the service provider’s directly connected customers. The required protocol for exchange of routing information is Boarder Gateway Protocol (“BGP”) version 4.  The service provider must use globally routable IP addresses as well as a globally routable Autonomous System Number. 
	
	
	


	Ref #
	Requirement
	Requirement Description
	Meet Y/N
	How Meet – Summary
	Page Ref

	6.1.4
	Service Level Agreement
	The State desires to run applications such as voice and video over the network. Applications have very strict requirements for good performance.  The network will have no more than 17 ms delay, no more than 29 ms jitter and no more than 0.25% packet loss.  The state reserves the right to independently test these parameters to demonstrate compliance using industry recognized procedures.  The service provider is also required to produce these statistics on a per request basis, for a specified time period. 
	
	
	

	6.1.5
	Outages
	There may be no more than 2 unscheduled outages per year between the hub and an end site.
	
	
	

	6.1.6
	Middle Mile 
	Middle Mile connections are those connections between the BON and the service provider network.  These connections either provide IP Peering or Ethernet handoff.  Middle Mile engineering and connectivity requirements will vary with each provider connected to the backbone.  Solutions will be engineered which are appropriate for the services offered by the local service provider.
	
	
	


7.2 IP Voice Requirements

7.2.1 System Design

Please provide a detailed description, including network designs and diagrams, of your proposed IP Voice system.  At a minimum, the response must address the following mandatory requirements:
	Ref #
	Requirement
	Requirement Description
	Meet Y/N
	How Meet – Summary
	Page Ref

	6.2.1.1
	Connecting to the BON
	The routing of calls will require the Vendor’s equipment to be connected to the BON.  Describe in detail how equipment will connect to the BON access facilities, including all related equipment, cabling and interconnect points.
	
	
	

	6.2.1.2
	Gateways
	Describe in detail how equipment will connect to the local Public Switched Telephone Network (“PSTN”) for the city being served.
	
	
	

	6.2.1.3
	Redundancy
	Describe in detail how the design allows for network diversity to minimize single points of failure.
	
	
	

	6.2.1.4
	Grade of Service
	The IP Voice system shall be engineered for P01 for all traffic from the caller’s location, and into the BON or PSTN networks.  Traffic statistics are available for most long distance toll calls, but not for local or internal calls.  The environment must be flexible to allow for network optimization as traffic data is collected and analyzed.  Describe in detail how the proposed IP Voice system meets a P01 grade of service for all locations and allows for network optimization.
	
	
	


	Ref #
	Requirement
	Requirement Description
	Meet Y/N
	How Meet – Summary
	Page Ref

	6.2.1.5
	Quality of Service (“QoS”)
	Describe how the proposed IP Voice environment will meet or exceed the following:

· Latency – 50 ms

· Jitter – 10 ms

· Packet Loss – 0.005%
	
	
	

	6.2.1.6
	Security
	Describe in detail the proposed system’s ability to ensure a physically and logically secure network.  Also describe how the proposed network management platforms are protected from both inadvertent and malicious attacks from inside and outside of the BON network.
	
	
	

	6.2.1.7
	E911
	The Service provider shall route all 911 emergency calls to the appropriate Public Service Answering Point (“PSAP”).  Functional installed number and physical street address shall be delivered to E911/911 emergency notification systems.  911 calls shall have the ability to be routed over a separate line other than the primary access line in case the primary line has failed due to a result of circuit failure or router failure.  Some locations may require at least one analog line be connected to an emergency phone and to the router if possible.  Describe in detail how 911 will be handled in normal operation and in failure scenarios for each network type offered.
	
	
	


	Ref #
	Requirement
	Requirement Description
	Meet Y/N
	How Meet – Summary
	Page Ref

	6.2.1.8.1
	Dialing Plan - 1
	Describe in detail the dialing plan options for internal calls at all locations for which service is proposed.  Describe adherence to the following:

Local and long distance calls must be placed using a single Access Code
	
	
	

	6.2.1.8.2
	Dialing Plan - 2
	System must be capable of stripping off the “1” for local calls.
	
	
	

	6.2.1.8.3
	Dialing Plan - 3
	On network dialing: number of digits dialed must not exceed the number of digits dialed by users in the current environment: 5 digits for internal calls; “9” +7 digits local calls; “9” + “1” + 10 digits for long distance calls.
	
	
	

	6.2.1.9.1
	Call Routing - 1
	Describe in detail how the proposed IP Voice service supports the following types of calls.

Local Calls: Local calls are those calls originating and terminating in the callers’ free calling area.  The system will route the call via least cost local calling plan.  
	
	
	

	6.2.1.9.2
	Call Routing - 2
	On-Net Calls (via BON):  On-net calls are routed over the BON infrastructure between State locations.  These calls shall be routed in a way to avoid service provider charges.  
	
	
	


	Ref #
	Requirement
	Requirement Description
	Meet Y/N
	How Meet – Summary
	Page Ref

	6.2.1.9.3
	Call Routing - 3
	Long Distance Calls: Calls to non-State locations will ultimately utilize the PSTN.  The service provider will route calls to the PSTN to the hub location providing the least cost to the State.  The Service provider will provide details on how least cost routing will be achieved for the following types of calls:  IntraLATA toll, InterLATA, InterState, International, Directory Assistance, and Operator-assist, 3rd party calling.
	
	
	

	6.2.1.10.1
	Station Message Detail Recording - 1
	Describe the call detail information for all calls as listed below.  The format must provide calling detail by 10-digit originating telephone number or authorization codes:
Internal Calls: Number of calls and number of minutes for internal calls.
	
	
	

	6.2.1.10.2
	Station Message Detail Recording - 2
	Describe the call detail information for all calls as listed below.  The format must provide calling detail by 10-digit originating telephone number or authorization codes:

Local Calls: Number of calls and number of minutes for internal calls. 
	
	
	

	6.2.1.10.3
	Station Message Detail Recording - 3
	Describe the call detail information for all calls as listed below.  The format must provide calling detail by 10-digit originating telephone number or authorization codes:

On-Net Calls: Call detail for on-net calls routed over the BON backbone even though there may not be a charge for such calls.  
	
	
	

	6.2.1.10.4
	Station Message Detail Recording - 4
	Long Distance Calls:  Call detail for calls routed to the PSTN for long distance calling.  
	
	
	

	6.2.1.11
	Telephone Number Portability
	Describe in detail the proposed method for the porting of existing telephone numbers.  Note: The vendor must not assess any porting charges and must include a time-line/service interval for porting telephone number(s).  
	
	
	


	Ref #
	Requirement
	Requirement Description
	Meet Y/N
	How Meet – Summary
	Page Ref

	6.2.1.12
	System Installation Methodology
	The Service provider shall be responsible for providing an installation project manager to ensure coordination and quality during the installation.  Describe in detail your system installation methodology including roles and responsibility for the vendor and the state.
	
	
	


7.2.2 System Feature Requirements

Please provide a detailed description of the features of your proposed IP Voice solution.  At a minimum, the response must address the following mandatory requirements.

	Ref #
	Requirement
	Requirement Description
	Meet Y/N
	How Meet – Summary
	Page Ref

	6.2.2.1
	Call Forward All Calls
	Allows a user to override preprogrammed forwarding on the line.  
	
	
	

	6.2.2.2
	Call Forward Busy
	Allows an incoming call to transfer to another number when the line is busy.
	
	
	

	6.2.2.3
	Call Forward No Answer
	Allows an incoming call to transfer to another number when the call is not answered.
	
	
	

	6.2.2.4
	Call Forward No Answer Ring Cycle (system programmable)
	Allows system administrator to establish a specific ring cycle before forwarding to another telephone number.
	
	
	

	6.2.2.5
	Call Hold
	Allows a user to place an answered call on Hold.
	
	
	

	6.2.2.6
	Call Park
	Allows a user to place an answered call on “Hold”, allowing the call to be picked up from another telephone by dialing a code or button access.
	
	
	

	6.2.2.7
	Call Pickup
	Allows users within a specific group to answer any ringing phone within that specific group by dialing a code.
	
	
	

	6.2.2.8
	Call Transfer
	Allows a user to take an incoming call and transfer to another number inside or outside of the system.
	
	
	

	6.2.2.9
	Call Waiting
	Provides a short tone notifying the user that a second call is ringing.
	
	
	

	6.2.2.10
	Caller ID (Number Only)
	Allows a user to see the originating telephone number of an incoming call.
	
	
	

	6.2.2.11
	Class of Service
	Allows each telephone line within the system to have a specific set of features.
	
	
	

	6.2.2.12
	Dialing Restrictions
	Allows an individual telephone line or groups of telephone lines to be restricted from placing specific types of calls.  (Examples are: Pay-per-Call (976, 900, etc.), Domestic Long Distance, International, or Selected Countries)
	
	
	

	6.2.2.13
	Distinctive Ringing
	Provides different ringing for different types of incoming calls.
	
	
	

	6.2.2.14
	Message Waiting Indicator
	Notifies the user of a message.  Notification can be visual or audible.  State how message-waiting indication is provided within your service offering.
	
	
	

	6.2.2.15
	Three-Way Calling
	Allows a user to add callers to an existing call.
	
	
	

	6.2.2.16
	User Programmable Speed Dial
	Allows users to establish a list of stored telephone numbers that can be dialed automatically by a button or code.
	
	
	

	6.2.2.17
	Call Forward No Answer Ring Cycle
	Allows the system administrator to establish a specific ring cycle before a call is forwarded.
	
	
	

	6.2.2.18
	Caller ID (Name & Number)
	Allows a user to see the name and originating telephone of an incoming call.
	
	
	

	6.2.2.19
	Six-Party Conference Calling
	Allows user to add up to five additional callers to a call.
	
	
	

	6.2.2.20
	Call Trace Functionality
	If a user received a harassing phone call, describe how the call would be recorded or traced.
	
	
	

	6.2.2.21
	Speakerphones
	Station equipment with speakerphones allowing two-way hands free conversations must be available for selected users.
	
	
	

	6.2.2.22
	Mute
	All station equipment must be equipped with “mute” capability.
	
	
	


7.2.3 Voice Mail Features 

Please provide a detailed description of the voice mail features of the proposed solution.  At a minimum, the response must address the following mandatory requirements:
	Ref #
	Requirement
	Requirement Description
	Meet Y/N
	How Meet – Summary
	Page Ref

	6.2.3.1
	Standard Voice Mailbox Features
	Features that are part of the standard service.
	
	
	

	6.2.3.2
	Listen Only or Announcement Mailbox
	Allows multiple callers to hear a pre-recorded message.
	
	
	

	6.2.3.3
	Call Router Box
	Provides rapid routing of incoming calls to specific extensions, departments, mailboxes, applications and informational resources within an organization.  Specify how many layers are offered within the proposed service.
	
	
	

	6.2.3.4
	Transfer Mailbox
	Routes incoming calls immediately to specific mailboxes or extensions with no input from the callers.  This can be transparent or can have a recorded announcement before the transfer occurs.
	
	
	

	6.2.3.5
	Conditional Transfer Box
	Routes callers to one of two mailboxes depending on the time of day.  This can be transparent or can have a recorded announcement before the transfer occurs.  
	
	
	

	6.2.3.6
	Forms Box
	Allows a caller to listen to questions and respond verbally or by using the telephone keypad.
	
	
	

	6.2.3.7
	Transcriber Box
	Allows answers to questions to be chained together, but separated so transcribers can easily distinguish between one answer and the next.
	
	
	


7.2.4 Equipment

The Vendor shall provide and maintain all equipment required to provide their IP Voice service.  Please provide a detailed description of the proposed equipment and service to be provided for the proposed solution.  
7.2.5 Training 

Please provide a detailed description of the user training for the proposed IP Voice solution.  At a minimum, the response must address the following user groups.
1. Technical 
2. End-users 
7.3 Video Networking Services

Please provide a detailed description, including network designs and diagrams, of the proposed Video Networking service.  At a minimum, the response must address the following mandatory requirements:
	Ref #
	Requirement
	Requirement Description
	Meet Y/N
	How Meet – Summary
	Page Ref

	6.3.1
	Description of Proposed Services
	The Service provider must describe each video network services that will be made available as part of the proposed network architecture. For example Streaming, High Definition (“HD”), and On Demand.
	
	
	

	6.3.2
	Standards
	The Service provider must describe the applicable supported standards for all video services being proposed.
	
	
	

	6.3.3
	Increased Bandwidth
	The Service provider must propose a network solution that can support increased bandwidth requirements for video networking.
	
	
	

	6.3.4
	Bandwidth Requirements
	The proposed network Service provider must include a network that includes the ability to set-up the required network connections at various bandwidth levels between all State locations.
	
	
	

	6.3.5
	Provisioning
	The Service provider must describe how video services will be provisioned.  If provisioned over the common network, describe the impact on network performance on the proposed network.
	
	
	


7.4 Internet Requirements

Please provide a detailed description, including network designs and diagrams, of the proposed Internet service.  At a minimum, the response must address the following mandatory requirements:
	Ref #
	Requirement
	Requirement Description
	Meet Y/N
	How Meet – Summary
	Page Ref

	6.4.1
	Connection to the Internet Backbone 
	Please describe.  
	
	
	

	6.4.2
	Redundancy
	One-hundred percent redundancy with no single points of failure.
	
	
	

	6.4.3
	Other Value Added Services
	Please describe.  
	
	
	

	6.4.4
	Service Level Agreement
	A Service Level Agreement defining system uptime commitment, penalties for non-performance, and escalation procedures.
	
	
	

	6.4.5
	Real Time Reporting
	Real-time usage reporting capability, giving the State the capability to understand, monitor, manage and plan our Internet bandwidth needs.
	
	
	

	6.4.6
	Monthly Reports
	Monthly reports should show system uptime, utilization of all circuits, throughput and a committed information rate.
	
	
	

	6.4.7
	Provisioning
	Describe how dedicated connections to the Internet will be provisioned from the proposed BON, document the network topology and connection speed. 
	
	
	

	6.4.8
	IP Addresses
	Agree to supply new IP addresses or perform Network Address Translations for those users currently using unregistered addresses or addresses provided by their current ISPs.
	
	
	

	6.4.9
	Performance Metrics
	Deliver a connection configured such that IP traffic accrues no more than 15 milli-seconds (ms) in transport between the last State of Ohio router and the exchange point(s).  The metric will be measured as an average of 1000 1500-byte ICMP Echo packets sent in succession.
	
	
	

	6.4.10
	Network Operations Center
	Describe the Offeror’s Network Operations Center (“NOC”), including: number of employees; number of employees dedicated to trouble reporting; troubleshooting and engineering; levels of expertise available for troubleshooting and problem resolution; and a description of how a trouble call flows through the Service Provider’s trouble reporting operations center.
	
	
	

	6.4.11
	Security
	Describe how security will be provided on the Internet connection(s).
	
	
	

	6.4.12
	Communications Assistance Law Enforcement Act Compliance
	May not filter or log TCP/IP traffic or connections in any way, with the exception of network troubleshooting techniques or investigations at the request of the designated BON personnel, or to meet lawful intercept and log requests as specified in Communications Assistance Law Enforcement Act (“CALEA”).
	
	
	


7.5 Support Services

Please provide a detailed description of the support services that will be included as part of your service at no additional cost.  At a minimum, the response must address the following mandatory Support Services requirements.
	Ref #
	Requirement
	Requirement Description
	Meet Y/N
	How Meet – Summary
	Page Ref

	6.5.1
	Architecture and Design support
	Vendor's proposal
	
	
	

	6.5.2
	Ordering


	All orders for service, including but not limited to, cancellations or modifications to an order must be made through the State’s Technology Service Request (“TSR”) System or its replacement.  This applies to all customers using contracts executed under this RFP.
	
	
	

	6.5.3
	Provide and install all end-point equipment or electronics
	Cable termination equipment at locations including all connections from the exterior to the interior of the building (e.g., wiring closet, network center, etc.).
	
	
	

	6.5.4
	Configure all end-point equipment or electronics
	Addressing (MAC/IP, etc.)

Security (Encryption, etc.)
	
	
	

	6.5.5
	Security & Privacy


	Vendor must employ all necessary security measures to ensure the integrity of government data, and the privacy of individual government agencies and users.
	
	
	

	6.5.6
	System Monitoring, Support, and Performance Reporting 
	Vendor's proposal
	
	
	


	Ref #
	Requirement
	Requirement Description
	Meet Y/N
	How Meet – Summary
	Page Ref

	6.5.7
	Reporting


	On a monthly basis, Service Providers must provide Contract Management with a recap of all services provided to the Subscribing Entities, charges shall be summarized as follows:

· State level recap – grand total

· Recap by government branch level

· Recap at the Agency, Board, Commission, Cooperative Purchasing Level and all others

· Cost recovery fee summary by service
	
	
	

	6.5.8
	Bundled Service Support
	Describe capabilities for supporting the proposed bundled services
	
	
	

	6.5.9
	Customer Billing
	Each Service Provider for each independently procured network product and service must bill the subscribing entities (anyone authorized to use State network contracts) directly. 

All billing detail must be made available (electronically or hardcopy) to the customer or State Comptroller’s office for reconciliation and/or auditing upon request.  Additionally, each Service Provider must provide automated hierarchical bill presentation on five (5) levels: State, Agency/Customer, Department, location, and service-type.  This information must be sent to Contract Management on a monthly basis.  When feasible, payments will be made by Electronic Funds Transfer (“EFT”) through the State Treasury.
	
	
	

	6.5.10
	Help Desk
	Describe the structure, escalation process, and other related services.
	
	
	

	6.5.11
	Maintenance
	Describe network maintenance, installation, relocation, and problem diagnosis / solving processes and procedures.
	
	
	

	6.5.12
	Development
	Describe the processes and procedures for performing technology upgrades.
	
	
	


7.6 Economic Development Requirements

The State, with its partners, plans to take an aggressive stance on the equitable distribution of high quality, affordable broadband service throughout Ohio.  The OBC will track and report progress.  Therefore, the successful service provider will address the following items in its response to this RFP:
1. A specific plan to allow the sharing of State infrastructure deployed with commercial business and residential customers throughout the state, and in addition to political subdivisions being provided with services. Sharing the infrastructure also includes facilitating competitive access to Internet prime service provider’s choice that is geographically restricted today.
2. A plan to make broadband services economical for commercial sale.  After the contract award, the State anticipates quarterly meetings regarding the offeror’s economic development plan to discuss progress, review the plan and determine where the State can assist the contractor in meeting this partnership objective.
3. A list of references to any public service commission rules or requirements that either help or detract from meeting the economic development objectives in this section will be provided.

4. A description of the methodology to be used in building out the infrastructure to extend services to commercial and residential users will be provided.  
5. A description of the marketing plan for selling services to Eligible Customers and a timetable when they are to be available.
6. List services to be offered to Eligible Customers as a result of winning this contract and deploying this kind of infrastructure statewide.

7.7 Proof of Capability

At the Vendor’s expense, the Vendor shall demonstrate to the State their ability to provide all proposed services.  Please describe in detail your methodology for providing a Proof of Capability for your proposed service. At a minimum, the response must address the following mandatory requirements:

	Ref #
	Requirement
	Requirement Description
	Meet Y/N
	How Meet – Summary
	Page Ref

	6.2.2.1
	Proposed geographic area
	Vendor's proposal
	
	
	

	6.2.2.2
	Devices
	Vendor's proposal
	
	
	

	6.2.2.3
	Support
	Vendor's proposal
	
	
	

	6.2.2.4
	QoS Metrics and Reporting
	Vendor's proposal
	
	
	

	6.2.2.5
	Project Management
	Vendor's proposal
	
	
	


8. Pricing and Cost Evaluations
For the purposes of this RFP, the State is encouraging creative proposals and service provider partnerships. Therefore, phase one of the cost evaluation process with consist of the following assumptions and detail:
1. Base pricing on the locations that are currently using State contracts.  Please find the pertinent information at the following URL: http://oit.ohio.gov/SDD/Contracts/RFQindex.aspx
2. All sites require all applications (voice, data, video and Internet).

3. Assume all locations are 10/100 Ethernet.  If Ethernet is unavailable to a location, or is cost-prohibitive to deliver it, provide the next best solution.  
4. Use the OARnet backbone whenever possible. The POPs and Regeneration (“Regen”) sites can be found at: http://oit.ohio.gov/SDD/Contracts/RFQindex.aspx
5. Detail all pricing for each site in an Excel™ spreadsheet.  Also include a total cost for the entire solution.  Please note that short-listed providers may be required to provide pricing per type of transport and application.  

6. If some locations cannot be served by any of the technologies, itemize those locations in an Excel™ spreadsheet.

7. Extra consideration will be given to any consortia of service providers or single Offeror who can deliver all services to all locations in Ohio.  

Phase two of the cost evaluation process will consist of those proposals that present the best overall solutions in phase one.  One or all of these short-listed providers may be required to demonstrate “proof of capability” of the proposed solution.  This model will contain all of the components proposed and will include at least one rural site of the State’s choosing.  The State will give special consideration to service providers who offer a one-time upfront payment option to reduce the monthly operating costs.  The State asks service providers be creative in responding to this requirement.
If an eligible entity under this Agreement wishes to purchase services from an awarded provider and if that entity has an existing service contract from that provider, the provider will allow the entity to purchase the new service from this award without any termination liabilities for the existing services.

If “proof of capability” is not required, then phase two will only consist of detailed pricing in grids, a sample of which has been provided in Exhibit xxx.  Fixed prices must be quoted for services provided anywhere they are available in the state and must include the service provider’s coordination and delivery of service costs.

Depending on how innovative the proposals are, these grids may be modified or eliminated to benefit the integrity of the overall design. 
9. Exhibit 1 Example of Service Levels
	Network Access - Service Availability / Interruptions

	Description / Metric
	Definition

	Access to the network will be designed to maintain 99.99% availability from the local access hub, as measured monthly.
	The availability of Access Service will be measured by dividing the actual monthly time the network was usable by the total monthly time available.  

	Restoration of service due to catastrophic loss in a specific geographic area will occur within 48 hours.
	Catastrophic loss:  Includes, but is not limited to:

· Loss of a Central Office (or access hub)

· Loss of 10% or greater of subscribers unable to access the network.

	Maximum number of monthly interruptions between the total number of access hubs and the network will be three (3).
	The total number of monthly occurrences in which subscribers are prevented from access to or from the network shall not exceed three (3). 

	Interruptions of access service to the network will be restored within 30 minutes for “essential locations”, and within two (2) hours for non-essential locations.
	Time of outage is defined as the time as measured  for each event from the time the trouble is reported by the subscriber, or detected by the provider (whichever occurs first) until the time the trouble is resolved as jointly agreed upon by the provider and the subscriber.

“Essential Locations” are pre-defined subscribers with operational requirements that support a service that affects the health, welfare, and safety of individuals, or that provides services to state staff that are key to providing the essential services, or is considered essential by an agency of the Federal Government.  Examples:  prisons, highway patrol, specific locations of Department of Public Works, Governor’s office, etc.


	Internet Access -  Availability / Interruptions

	Description / Metric
	Definition

	Access to the Internet network will be designed to maintain 99.95% availability from the local access hub, as measured monthly.
	Access services will be measured available 99.99% of the time as measured monthly from time the trouble is reported by the subscriber, or detected by the provider (whichever occurs first) until the time the trouble is resolved as jointly agreed upon by the provider and the subscriber.

	Restoration of service due to catastrophic loss in a specific geographic area will occur within 48 hours.
	Catastrophic loss:  Includes, but is not limited to:

· Loss of a Central Office (or access hub), with

· 10% or greater of subscribers unable to access the Internet.

	Restoration of service due to catastrophic loss in affecting large portions of the state will be initiated with 24 hours.
	Catastrophic loss:  Includes, but is not limited to:

· Loss of multiple Central Office (or access hubs)

· Loss of 25% or greater of subscribers unable to access the Internet.

	The maximum number of monthly interruptions between the access hubs and the Internet will be three (3).
	The total number of monthly occurrences in which subscribers are prevented from direct access to or from the Internet shall not exceed three (3).  

	Interruptions of access service to the Internet will be restored within 30 minutes.
	“Essential Locations” are pre-defined subscribers with operational requirements that support a service that affects the health, welfare, and safety of individuals, or that provides services to state staff that are key to providing the essential services, or is considered essential by an agency of the Federal Government.  Examples:  prisons, highway patrol, specific locations of Department of Public Works, Governor’s office, etc.


	Support Measurements

	Description / Metric
	Definition

	The standard interval to activate Cable Broadband service to subscribers will be ten (10) working days from receipt of a completed order. 
	Upon receipt and validation of a complete order from an authorized subscriber representative, the service provider will have service available and operational no later than the close of 4pm on the 10th full business day from the day the order was received.

	The expedite interval to activate Cable Broadband service orders for subscribers under emergency conditions is forty-eight (48) hours from receipt of a verbal order from an authorized official of the State.
	Upon receipt and validation of a complete order from an authorized representative, the service provider will have service available and operational within 48 hours.

	NOC support will be available to the State 24/7 without exception.
	The provider of access service will provide NOC support services 24 hours per day, 365 days per year.  The NOC will be staffed by qualified personnel capable of resolving 80% of all problem types.  Qualified engineers will be on-call to handle escalated problems (i.e., those problems that fall within the 20% and are beyond the capabilities of the on-location staff).


10. Exhibit 2 Example of Pricing Worksheets
Costs must be presented as single-unit monthly recurring prices in the cost package as described in the Response Submittal.  The Offeror will also provide any quantity discounted rates it offers, as well as term pricing based on contract terms of 12, 36, and 60 months  

	Pricing Worksheet 12 Month Term 

	

	 
	Circuit
	Bandwidth Up 
	Bandwidth Down
	w/ Internet
	wo/Internet
	Monthly recurring cost
	Annualized MRC
	Non-recurring Cost

	1
	> 1Mbps
	 
	 
	 
	 
	 
	 
	 

	2
	> 3Mbps
	 
	 
	 
	 
	 
	 
	 

	3
	> 5Mbps
	 
	 
	 
	 
	 
	 
	 

	4
	> 10Mbps
	 
	 
	 
	 
	 
	 
	 

	5
	> 100Mbps
	 
	 
	 
	 
	 
	 
	 

	6
	Per Meg 
	 
	 
	 
	 
	 
	 
	 


	Pricing Worksheet 36 Month Term 

	

	 
	Circuit
	Bandwidth Up 
	Bandwidth Down
	w/ Internet
	wo/Internet
	Monthly recurring cost
	Annualized MRC
	Non-recurring Cost

	1
	> 1Mbps
	 
	 
	 
	 
	 
	 
	 

	2
	> 3Mbps
	 
	 
	 
	 
	 
	 
	 

	3
	> 5Mbps
	 
	 
	 
	 
	 
	 
	 

	4
	> 10Mbps
	 
	 
	 
	 
	 
	 
	 

	5
	> 100Mbps
	 
	 
	 
	 
	 
	 
	 

	6
	Per Meg 
	 
	 
	 
	 
	 
	 
	 


	Pricing Worksheet 60 Month Term 

	

	 
	Circuit
	Bandwidth Up 
	Bandwidth Down
	w/ Internet
	wo/Internet
	Monthly recurring cost
	Annualized MRC
	Non-recurring Cost

	1
	> 1Mbps
	 
	 
	 
	 
	 
	 
	 

	2
	> 3Mbps
	 
	 
	 
	 
	 
	 
	 

	3
	> 5Mbps
	 
	 
	 
	 
	 
	 
	 

	4
	> 10Mbps
	 
	 
	 
	 
	 
	 
	 

	5
	> 100Mbps
	 
	 
	 
	 
	 
	 
	 

	6
	Per Meg 
	 
	 
	 
	 
	 
	 
	 


Attachment 1
OFFEROR CERTIFICATION FORM

1.
The offeror is not currently subject to an “unresolved” finding for recovery under Revised Code Section 9.24, and the offeror will notify the Procurement Representative any time it becomes subject to such a finding before the award of a Contract arising out of this RFP.

2.
The offeror certifies that it will not and will not allow others to perform work for the State of Ohio outside the geographic limitations or take data that belongs to the State of Ohio outside the geographic limitations without express written authorization from the State.
3.
The offeror certifies that its responses to the following statements are true and accurate.  The offeror’s answers apply to the last seven years. Please indicate yes or no in each column.

	Yes/No
	Description

	
	The offeror has had a contract terminated for default or cause.



	
	The offeror has been assessed any penalties in excess of $10,000.00, including liquidated damages, under any of its existing or past contracts with any organization (including any governmental entity). 



	
	The offeror was the subject of any governmental action limiting the right of the offeror to do business with that entity or any other governmental entity.



	
	Trading in the stock of the company has ever been suspended with the date(s) and explanation(s).



	
	The offeror, any officer of the offeror, or any owner of a 20% interest or greater in the offeror has filed for bankruptcy, reorganization, a debt arrangement, moratorium, or any proceeding under any bankruptcy or insolvency law, or any dissolution or liquidation proceeding.



	
	The offeror, any officer of the offeror, or any owner with a 20% interest or greater in the offeror has been convicted of a felony or is currently under indictment on any felony charge.


If the answer to any item above is affirmative, the offeror must provide complete details about the matter. While an affirmative answer to any of these items will not automatically disqualify an offeror from consideration, at the sole discretion of the State, such an answer and a review of the background details may result in a rejection of the Proposal. The State will make this decision based on its determination of the seriousness of the matter, the matter’s possible impact on the offeror’s performance under the Contract, and the best interest of the State.

3. The offeror certifies that neither it nor any of its people that may work on or benefit from the Contract through the offeror has a possible conflict of interest (e.g., employed by the State of Ohio, etc.) other than the conflicts identified immediately below:

	Potential Conflicts (by person or entity affected)

	


(Attach an additional sheet if more space is need.)
4.

The State may reject a Proposal in which an actual or apparent conflict is disclosed.  And the State may cancel or terminate the Contract for cause if it discovers any actual or apparent conflict of interest that the offeror did not disclose in its Proposal.  

5.
The offeror certifies that all its and its subcontractors’ personnel provided for the Project will have a valid I-9 form on file with the offeror or subcontractor, as appropriate, and will have presented valid employment authorization documents, if they are not United States citizens.

6.
The offeror certifies that its regular, fulltime employees will perform at least 30% of the work on the Project.
7.
The following is a complete list of all subcontractors, if any, that the offeror will use on the Project, if the State selects the offeror to do the work:

The offeror certifies that it has obtained and submitted a subcontractor letter for each subcontractor it plans to use on the project.

8.
The offeror certifies that that any EDGE program participants will provide necessary data to ensure program reporting and compliance.]

Please provide the following information for a contact person who has authority to answer questions regarding the offeror’s Proposal:

	Name:
	

	Title:
	

	Mailing Address:


	

	Office Phone Number:
	

	Cell Phone Number:
	

	Fax Number:
	

	Email Address:
	


__________________________

Signature

__________________________

Name

__________________________

Title

__________________________

Company Name

__________________________

Company D-U-N-S Number

As of 5/19/2007
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