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OIT Enterprise Procedure OEP-SEC.4002 was rescinded.effective 07/01/2015 and is no
longer in effect.

The Office of Information Security & Privacy published Ohio Administrative Policy IT-14,
“‘Data Encryption and Securing Sensitive’ Data,” which replaces Ohio IT Bulletin ITB-
2007.02. IT-14 ensures that the appropriate*National Institute of Standards and Technology
(NIST) requirements are addressed and-that the policy is in alignment with newly drafted
security requirements. The rescission.'of Ohio IT Bulletin ITB-2007.02 renders OIT
Enterprise Procedure OEP-SEC.4002 obsolete.

State of Ohio Administrative/Palicies may be found online at
www.das.ohio.gov/forStateAgencies/Policies.aspx.

If you have questions about the rescission of this OIT Enterprise Procedure, please contact:

Office of Information Security & Privacy
Office of Information Technology

Ohio Department of Administrative Services
30 East Broad Street, 19" Floor
Columbus,-Ohio 43215

Voice: 1-614-644-9391
E-mail: state.isp@das.ohio.gov

Additional information regarding the Office of Information Security & Privacy may be found
online at infosec.ohio.gov.
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