	

	State of Ohio 
[bookmark: _GoBack]Department of Administrative Services Office of Information Security & Privacy 
Security Policy & Standard Exception Request Form

	Date of Request:
	Requesting Agency:
	Contact Person & Title:



	     
	     
	     



	Phone Number:
	Address: 
	E-mail Address:



	     
	     
	     



	



	Name of Policy and/or Standard:



	     




	Number and Title of Requirement(s): 



	     



	Justification for Requirement Exception(s): (Provide specific business and / or technical reason(s) why the agency/functional unit cannot comply with the identified security requirement(s).)



	     




	Identify and describe any potential risk(s) associated with pursuing/securing an exception to the requirement(s).



	     



	Is there any sensitive or personally identifiable information (PII) that is part of this exception request? If so, please identify the type of information that would be included in the exception request and how it is used.



	     



	Describe the compensating controls that either are in place or will be implemented in an effort to mitigate risk and satisfy the intent of the requirement(s).



	     



	Identify what steps, if any, are being taken to eliminate the exception.



	     



	Provide an explanation of the results of the cost-benefit analysis. (E.g., Weigh the costs and benefits associated with compliance against the implementation of compensating controls. Please attach any supporting documentation that illustrates the elements that were factored into the cost-benefit analysis.)



	     



	Length of Time for Exception: (If possible, please provide a specific, temporary time period with a clearly defined end date. If it is not possible to identify a date, please provide an explanation as to why.)



	     




	Requesting Agency Approval 



	Agency Chief Information Officer Approval Signature:



						                                                                                                  Date:  	 



	For DAS Office of Information Security & Privacy Use Only



	CISO Approval:



	[bookmark: Check1][bookmark: Check2]Approve  |_|    Disapprove  |_|



	[bookmark: Text10]Reason for Disapproval:      



	CISO Approval Signature:                                                                                                                                Date:  



Please submit completed Security Policy & Standard Exception Request Forms to the Office of Information Security & Privacy. 

Hard copy submissions can be mailed or faxed to:

Office of Information Security & Privacy
Office of Information Technology
Ohio Department of Administrative Services
30 East Broad Street, 19th Floor
Columbus, Ohio 43215

Fax: 1-614-728-0837 

Soft copy submissions may be e-mailed to: state.isp@oit.ohio.gov 
 
For any questions related to the completion or submission of the form, please call 1-614-644-9391.
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